Orientaciones
Es un placer recibirlos para el programa “Introducción a las Redes de Computadoras”. Les invito aprovechar óptimamente las posibilidades de la enseñanza virtual, interactuando, participando en las actividades previstas de forma amena, eficiente y colaborativa.
Recuerden que aunque los orientaré oportunamente, los acompañaré siempre en sus aciertos y desaciertos utilizando la mensajería y el foro de ayuda.
Como primera lección te podemos decir que debes realizar todas las actividades para poder completar el curso, en el cual cada semana estarás desarrollando cada tema.
No faltes, te aseguro que quedarán atrapados en esta modalidad.
Hasta Pronto !!!!!

Desde el comienzo, se introduce a los estudiantes en los fundamentos de redes, incluyendo conceptos básicos como la definición y tipos de redes, así como las diferentes topologías de red. Además, se estudian modelos de referencia importantes como el modelo OSI y el modelo TCP/IP, que son esenciales para entender cómo se estructuran y funcionan las redes. También se analizan los componentes de red, como los dispositivos de red, medios de transmisión y protocolos.
El direccionamiento y las subredes son otro aspecto crítico del curso. Los estudiantes aprenden sobre las direcciones IP, tanto IPv4 como IPv6, y cómo se utilizan para identificar dispositivos en una red. También se cubre el tema de las máscaras de subred, enseñando a los estudiantes cómo calcular y asignar subredes para optimizar el uso de direcciones IP. El curso también incluye una sección sobre DHCP, explicando su configuración y funcionamiento para asignar dinámicamente direcciones IP a los dispositivos en una red.
Los protocolos de comunicación son esenciales para el funcionamiento de las redes, y en este curso se estudian en detalle. Se analizan los protocolos de transporte, como TCP y UDP, que gestionan la transmisión de datos entre dispositivos. También se estudian los protocolos de red, como IP e ICMP, que facilitan el enrutamiento y la gestión de paquetes de datos. Además, se exploran los protocolos de enlace, como Ethernet y Wi-Fi, que permiten la comunicación en la capa de enlace de datos.
La configuración de redes es una habilidad práctica que se aborda a fondo en el curso. Los estudiantes aprenden a configurar dispositivos como routers y switches, así como a configurar clientes con direccionamiento estático y dinámico. Se utilizan herramientas de configuración, tanto CLI (Command Line Interface) como GUI (Graphical User Interface), para enseñar a los estudiantes a manejar diferentes entornos y configuraciones de red.
La seguridad en redes es otro aspecto crucial que se cubre en el curso. Se introducen conceptos de seguridad como la confidencialidad, integridad y disponibilidad, y se estudian las amenazas y vulnerabilidades comunes en las redes, incluyendo diferentes tipos de ataques y malware. Además, se enseñan medidas de seguridad, como firewalls y VPNs, y técnicas de autenticación para proteger las redes y los datos que se transmiten a través de ellas.
Las prácticas de laboratorio son una parte fundamental del curso, proporcionando a los estudiantes la oportunidad de aplicar lo que han aprendido en un entorno práctico. Utilizando software de simulación de redes, los estudiantes realizan ejercicios prácticos de configuración y pruebas con equipos reales o simulados. Estas prácticas permiten a los estudiantes experimentar y resolver problemas comunes en redes, mejorando sus habilidades prácticas y preparándolos para situaciones del mundo real.
La evaluación del curso se basa en exámenes teóricos, trabajos prácticos y la implementación de un proyecto de red completo. Los exámenes teóricos evalúan el conocimiento adquirido durante el curso, mientras que los trabajos prácticos y el proyecto permiten a los estudiantes demostrar sus habilidades en la configuración y gestión de redes. Para apoyar el aprendizaje, se proporcionan recursos adicionales, como libros y artículos recomendados, software y herramientas de simulación y configuración de redes, sitios web y foros para el apoyo y discusión en línea.
Guía para aprovechar al máximo Moodle y realizar las actividades de manera autónoma
- Familiarízate con la estructura del curso, incluyendo las secciones, módulos y actividades. Esto te permitirá identificar rápidamente dónde están los recursos y las tareas.
- En cada módulo, encontrarás enlaces a libros, artículos y presentaciones. Asegúrate de leer y revisar todo el material proporcionado antes de intentar realizar cualquier actividad.
- Mientras lees, toma notas detalladas para ayudarte a recordar conceptos clave y facilitar el repaso.
- Los foros son una excelente oportunidad para interactuar con otros estudiantes y el profesor. Participa activamente planteando preguntas, respondiendo a las de otros y compartiendo tus ideas.
- Mantén un tono respetuoso y profesional en todas tus interacciones.
- Lee cuidadosamente las instrucciones de cada tarea. Si tienes dudas, consulta las preguntas frecuentes o contacta al instructor a través de los foros o mensajes directos.
- Establece un cronograma para completar las tareas, dividiéndolas en partes manejables y asignando tiempo suficiente para cada una.
- Asegúrate de subir tus tareas antes de la fecha límite para evitar cualquier penalización.
- Familiarízate con los programas de simulación y configuración de redes que se utilizarán en las prácticas. Puedes encontrar tutoriales y guías en línea.
- No tengas miedo de experimentar y cometer errores durante las prácticas. Este es un espacio para aprender y mejorar tus habilidades prácticas.
- Revisa tus notas, lecturas y actividades prácticas regularmente. Utiliza los cuestionarios de autoevaluación disponibles en Moodle para medir tu comprensión.
[bookmark: _GoBack]- Únete a grupos de estudio o foros adicionales relacionados con redes de computadoras para ampliar tu red de apoyo.

Al seguir esta guía, estarás mejor preparado para gestionar tu tiempo, comprender el material y completar las actividades de manera eficaz y autónoma. ¡Buena suerte!
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